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Risk Process
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!Determine critical

events

!Describe

conditions causing

concern

!Assign probability

and severity to each

critical event

!Use accepted

analysis techniques

(I.E.) studies, test

results, metrics, or

modeling)

!Evaluate critical

events to determine

probable outcomes

and consequences

of outcomes

!Track and evaluate

performance of risk-

handling actions

!Identify changes in

risk event of

assessment of risk

event

!Take appropriate

action as

documented in the

Risk Management

Plan

Documentation



Risk Identification Background

• Risks identified using experience and technical insight

– NERSC 2/3/4/5, NCS a/b

– Other systems (LCFs, ASCI, PNNL,etc.)

– Discussions with other sites

• e.g. 2007 Petascale Systems Integration and 2008 Risk Management Workshops

• Center visits and contracts

• Contracting expertise

– Vendor road maps

• Communications with vendors

• Current assessments of technology

• Entire team assessed and decided the risks priorities

– Team monitors and updates risks

– Some significant change may occur over time

• For example once there is a signed contract



NERSC-6 Risks

• Risks are identified

• Assess risks for impact and
likelihood and areas of impact

• Risk severity is calculated

– Updated monthly

• Each risk has
– Risk Monitor

– Risk Trigger

– Plan - how the risk will be managed
and mitigated

– Action - what will be done if the risk
becomes reality

• Watchlist

– 5-10 key risks to watch over the next 4
months

– IPT reviews regularly

• Monitor
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General Risk Management Plan

• There are a number of technical, cost and schedule risks.
Many risks are mitigated by:

– Specific set of requirements in the Statement of Work (SOW).

– Performance benchmarks.

– Comprehensive and robust acceptance test.

– Use of the SSP method to define overall performance
requirements.

– Ongoing metrics in the SOW for Steady State Operations.

– Additional mitigation includes the NERSC staff having tremendous
experience in fielding very large systems in an effective manner.

• Risks are not separated by management and technical, but
some risks have plans and/or actions that have a management
approach rather than a technical

– Shifting Resources

– Funding and budget changes

– Vendor relations/management

– Staffing and resources



Example of Management Risk
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Example of Management Risk
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